Your California Privacy Rights; California Do Not Track Disclosures

Important Information for California Residents

This section applies only to California residents. It describes how we collect, use and share Personal Information of California residents in operating our business, and their rights with respect to that Personal Information. For purposes of this section, “Personal Information” has the meaning given in the California Consumer Privacy Act of 2018 (“CCPA”), which is defined as any information that identifies, relates to, describes, references, is capable of being associated with, or could reasonably be linked, directly or indirectly, with a particular consumer, household, or device, but does not include information exempted from the scope of the CCPA, namely:

- Publicly available information that is lawfully made from federal, state, or local government records
- Deidentified or aggregated consumer information
- Medical information or protected health information governed by California and federal health information privacy laws
- Clinical trial information subject to the Federal Policy for the Protection of Human Subjects (the Common Rule)
- Personal information regulated by the Fair Credit Reporting Act (FCRA)

Personal information that we collect, use and share

Summarized in the table below are the categories of Personal Information we may collect about you over the past twelve (12) months, depending on how you interact with us. The following table also describes how we collect and use such categories of information.

<table>
<thead>
<tr>
<th>Statutory category of personal information</th>
<th>Source of the PI</th>
<th>Purpose for collection</th>
</tr>
</thead>
<tbody>
<tr>
<td>Identifiers</td>
<td>● You</td>
<td>● Service delivery</td>
</tr>
<tr>
<td></td>
<td>● Public sources</td>
<td>● Research &amp; development</td>
</tr>
<tr>
<td></td>
<td>● Business partners</td>
<td>● Marketing</td>
</tr>
<tr>
<td></td>
<td>● Our clients</td>
<td>● Compliance &amp; Operations</td>
</tr>
<tr>
<td>Commercial Information</td>
<td>● You</td>
<td>● Service delivery</td>
</tr>
<tr>
<td></td>
<td>● Our clients</td>
<td>● Research &amp; development</td>
</tr>
<tr>
<td></td>
<td></td>
<td>● Marketing</td>
</tr>
<tr>
<td></td>
<td></td>
<td>● Compliance &amp; Operations</td>
</tr>
<tr>
<td>Financial Information</td>
<td>● You</td>
<td>● Service delivery (i.e. to fulfill your subscriptions and orders, and any refund requests)</td>
</tr>
</tbody>
</table>
We will share the Personal Information collected from and about you over the past twelve (12) months as mentioned above for various business purposes. The table below shows the categories of information that we may share with third parties and the categories of those parties.

<table>
<thead>
<tr>
<th>Statutory category of personal information</th>
<th>Categories of third parties to whom we “disclose” the PI for a business purpose</th>
<th>Categories of third parties to whom we “sell” the PI</th>
</tr>
</thead>
<tbody>
<tr>
<td>Identifiers</td>
<td>• Affiliates • Advertising partners • Service-related third parties • Professional advisors • Authorities and others • Business transferees</td>
<td>• Third party partners (for business and commercial purposes)</td>
</tr>
<tr>
<td>Commercial Information</td>
<td>• Affiliates • Service-related third parties • Professional advisors • Authorities and others • Business transferees</td>
<td></td>
</tr>
<tr>
<td>Financial Information</td>
<td></td>
<td></td>
</tr>
</tbody>
</table>
### Online Identifiers
- Affiliates
- Service-related third parties
- Professional advisors
- Authorities and others
- Business transferees

### Internet or Network Information
- Affiliates
- Service-related third parties
- Professional advisors
- Authorities and others
- Business transferees

### Geolocation Data
- Affiliates
- Service-related third parties
- Professional advisors
- Authorities and others
- Business transferees

### Advertising partners (to facilitate online advertising)
- Third party partners (for business and commercial purposes)

### Third party partners (for business and commercial purposes)

---

### Glossary - statutory categories of personal information (as defined by the CCPA)

<table>
<thead>
<tr>
<th>Statutory category</th>
<th>Definition (categories may overlap)</th>
<th>What we collect</th>
</tr>
</thead>
</table>
| Commercial Information | Records of personal property, products or services purchased, obtained, or considered, or other purchasing or consuming histories or tendencies | ● Contact data  
● Identity data  
● Transaction data  
● Communications  
● Marketing data |
| Financial Information | Bank account number, debit or credit card numbers | ● Financial data |
| Geolocation Data | Precise location (e.g. derived from GPS-enabled services) |  |
| Identifiers | Real name, alias, postal address, unique personal identifier, customer number, email address, account name, social security number, driver’s license number, passport number, or other similar identifiers | ● Contact data  
● Identity data  
● Data about others |
| Inferences | The derivation of information, data, assumptions, or conclusions from any other category of Personal Information to create a profile about a person reflecting the person’s preferences, characteristics, psychological trends, predispositions, behavior, attitudes, intelligence, abilities and aptitudes | May be derived from your:  
- Device data  
- Online activity data |
|---|---|---|
| Internet or Network Information | Browsing history, search history, and information regarding a person’s interaction with an Internet website, application, or advertisement | Device data  
Online activity data |
| Online Identifiers | An online identifier or other persistent identifier that can be used to recognize a person, family or device, over time and across different services, including but not limited to, a device identifier; an Internet Protocol address; cookies, beacons, pixel tags, mobile ad identifiers, or similar technology; customer number, unique pseudonym, or user alias; telephone numbers, or other forms of persistent or probabilistic identifiers (i.e. the identification of a person or a device to a degree of certainty of more probable than not) that can be used to identify a particular person or device | Device data  
Identity data |

**Your California privacy rights**

As a California resident, you have the rights listed below. However, these rights are not absolute, and in certain cases we may decline your request as permitted by law.

- **Information** - You can request the following information about how we have collected and used your Personal Information during the past 12 months:
  - The categories of Personal Information that we have collected
  - The categories of sources from which we collected Personal Information
  - The business or commercial purpose for collecting and/or selling Personal Information
  - The categories of third parties with whom we share Personal Information
Whether we have disclosed your Personal Information for a business purpose, and if so, the categories of Personal Information received by each category of third-party recipient

Whether we’ve sold your Personal Information, and if so, the categories of Personal Information received by each category of third-party recipient

- **Access** - You can request a copy of the Personal Information that we have collected about you during the past 12 months.

- **Deletion** - You can ask us to delete the Personal Information that we have collected from you.

- **Opt-out of sales** – We do not sell any Personal Information in exchange for monetary consideration, but we may still “sell” your Personal Information as that term is defined under the CCPA. If we sell your Personal Information, you can opt-out. In addition, if you direct us not to sell your Personal Information, we will consider it a request pursuant to the CCPA and California’s “Shine the Light” law to stop “selling” your personal information or sharing your personal information with third parties for their direct marketing purposes. We may share your Personal Information with third parties in the following circumstances, which California law classifies as a “sale” of your Personal Information:
  
  - Supplying your data to third parties with your express consent (e.g. where you opt in to receive third party marketing or where you have requested to be contacted by a third party)
  
  - Supplying your data to list brokers (but only where you have consented to be contacted by third parties)
  
  - Using services that help deliver interest-based ads to you and may transfer Personal Information to business partners for their use. Making Personal Information (such as online identifiers or browsing activity) available to these companies may be considered a “sale” under the CCPA

- **Opt-in** – We do not knowingly target users under 16 years of age, but if we know that you are younger than 16 years old, we will ask for your permission (or if you are younger than 13 years old, your parent’s or guardian’s permission) to sell your Personal Information before we do so.

- **Non-discrimination** - You are entitled to exercise the rights described above free from discrimination. This means that, unless otherwise permitted by the exceptions listed in the CCPA, we will not penalize you for exercising your rights by taking actions such as denying you services; increasing the price/rate of services; decreasing service quality; or suggesting that we may penalize you as described above for exercising your rights.

**How to exercise your California rights**
You may exercise your California privacy rights by emailing privacy@theweek.com quoting “California Privacy Rights - The Week Junior US” in the subject header. You can also call us toll free: 1-877-245-8151

**Right to opt-out of the sale of your Personal Information for The Week Junior subscribers (offline third parties):** If you want to opt-out of all offline third party sales, please email privacy@theweek.com quoting “California Privacy Rights - The Week Junior US” in the subject header or click on our “Do Not Sell My Personal Information” link

We will need to confirm your identity and California residency to process your requests to exercise your information, access or deletion rights. You may also designate an authorized agent to make a request on your behalf, subject to proof of identity and authorization. In order to confirm your identity, we will need you to provide us with certain information, such as your customer number, address, ZIP code, last 4 digits of your credit card number if you are a subscriber and your name and email address if you are a non-subscriber. We have no obligation to honor your request if we cannot verify your identity or residence. We do not charge a fee to process or respond to your verifiable consumer request unless it is excessive, repetitive, or manifestly unfounded. If we determine that the request warrants a fee, we will tell you why we made that decision and provide you with a cost estimate before completing your request.